Thank you for your post, you brought up some interesting information. As you stated it seems that Dublin Mint Office Limited, knowingly violated the GDPR by collecting too much personal information and not following data minimization (ICO, 2020). The data collected seems excessive for just the use of the purchase. As well, holding it for six years seems to be excessive but there is no explicit time-limited for data to be stored within the GDPR (ICO, 2020). As you stated, it should be questioned why it was collected, regardless of if it was going to be used for advertising or immediately disposed of.

In general, it seems that Dublin Mint purposely failed to follow the GDPR policy. For a company of their size, they will have a data controller. As data controllers, they should be taking into account article 24 of the GDPR (gdpreu, 2022). Using a checklist to follow through the article, they could see that it applies to them. On the off chance that this was a one-off event, they are still liable. Dublin Mint should have administrative control procedures to prevent the use of human error. Regardless of how it happens, it is still a violation.
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